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Growing the Fleet

It’s time for USMMI to bring more ships and jobs into the fleet and we need your help! The
Business Development team of Scott Somers, Henly Ervin and Chris Fertig are working

hard to develop new opportunities to add vessels to USMMI’s legacy business, but the best
new business leads often come from the deck plates.

Do you have a new business lead, out of the box idea, or information that could help us
grow the company? If so, we want to hear from you!!

Please drop us an email or give us a call at the contact information below so we can better
understand your idea and talk through how best to pursue the opportunity together.

Under Maritime Partners ownership, we now have access to the money we need to
purchase new ships and are also qualified to operate in many new market segments

including the Jones Act, so now is the time to put forth that idea you have always been
thinking about and give us a call! If it’s related to ships or maritime, it’s now on the table!

V P ,  C H R I S  F E R T I G



Shipboard Cybersecurity Recommendations

Enhance Network Security: Strengthen the security of our network infrastructure through advanced firewalls, intrusion detection systems, and secure
communication protocols.
Secure Remote Operations: Ensure robust security measures for remote offices, including the satellite office in Japan, to protect against cyber threats
targeting remote operations.
Protect Fleet Operations: Implement specialized security measures for our fleet, including secure communication channels, real-time monitoring, and
incident response capabilities tailored to maritime operations.
Strengthen Endpoint Security: Deploy comprehensive endpoint protection solutions to safeguard all devices used within the organization.
Conduct Regular Audits: Perform regular security audits and penetration testing to identify and address vulnerabilities in our systems.

R o c k Y o u 2 0 2 4  I n c i d e n t
T h e  R o c k Y o u 2 0 2 4  i n c i d e n t  h a s  e m e r g e d  a s  o n e  o f  t h e  l a r g e s t  d a t a  b r e a c h e s  i n  r e c e n t  h i s t o r y ,  w i t h  s i g n i f i c a n t

i m p l i c a t i o n s  f o r  c y b e r s e c u r i t y :

D a t a  B r e a c h  O v e r v i e w :  T h e  R o c k Y o u 2 0 2 4  i n c i d e n t  i n v o l v e s  t h e  e x p o s u r e  o f  o v e r  8 . 4  b i l l i o n  p a s s w o r d s ,  c o l l e c t e d  f r o m
v a r i o u s  b r e a c h e s  a n d  l e a k s  o v e r  t h e  y e a r s .  T h i s  d a t a s e t  i n c l u d e s  b o t h  n e w  a n d  p r e v i o u s l y  e x p o s e d  p a s s w o r d s ,  c r e a t i n g  a
m a s s i v e  r e p o s i t o r y  o f  c r e d e n t i a l s  t h a t  c a n  b e  u s e d  i n  f u t u r e  a t t a c k s .  C l i c k  HERE  f o r  m o r e  i n f o r m a t i o n  o n  t h e
R o c k Y o u 2 0 2 4  i n c i d e n t .
I m p l i c a t i o n s  f o r  S e c u r i t y :

C r e d e n t i a l  S t u f f i n g :  C y b e r c r i m i n a l s  c a n  u s e  t h e  e x p o s e d  p a s s w o r d s  f o r  c r e d e n t i a l  s t u f f i n g  a t t a c k s ,  w h e r e  a u t o m a t e d
t o o l s  a r e  u s e d  t o  t r y  l a r g e  n u m b e r s  o f  u s e r n a m e - p a s s w o r d  c o m b i n a t i o n s  o n  v a r i o u s  o n l i n e  s e r v i c e s .
P a s s w o r d  R e u s e :  U s e r s  w h o  r e u s e  p a s s w o r d s  a c r o s s  m u l t i p l e  a c c o u n t s  a r e  p a r t i c u l a r l y  v u l n e r a b l e ,  a s  a  b r e a c h  o f  o n e
a c c o u n t  c a n  l e a d  t o  t h e  c o m p r o m i s e  o f  o t h e r s .

R e c o m m e n d a t i o n s :
S t r o n g ,  U n i q u e  P a s s w o r d s :  E n c o u r a g e  t h e  u s e  o f  s t r o n g ,  u n i q u e  p a s s w o r d s  f o r  a l l  a c c o u n t s .  P a s s w o r d  m a n a g e r s  c a n
h e l p  u s e r s  g e n e r a t e  a n d  s t o r e  c o m p l e x  p a s s w o r d s .
M u l t i - F a c t o r  A u t h e n t i c a t i o n  ( M F A ) :  I m p l e m e n t  M F A  f o r  a l l  a c c o u n t s  t o  p r o v i d e  a n  a d d i t i o n a l  l a y e r  o f  s e c u r i t y
b e y o n d  p a s s w o r d s .
R e g u l a r  P a s s w o r d  C h a n g e s :  E n c o u r a g e  r e g u l a r  p a s s w o r d  c h a n g e s ,  e s p e c i a l l y  f o r  a c c o u n t s  w i t h  a c c e s s  t o  s e n s i t i v e
i n f o r m a t i o n .
M o n i t o r  f o r  C o m p r o m i s e d  C r e d e n t i a l s :  U s e  t o o l s  a n d  s e r v i c e s  t h a t  m o n i t o r  f o r  c o m p r o m i s e d  c r e d e n t i a l s  a n d  a l e r t
u s e r s  i f  t h e i r  p a s s w o r d s  a r e  f o u n d  i n  d a t a  b r e a c h e s .

CYBER SECURITY UPDATES

USMMI is committed to maintaining the highest level of cyber security to protect our operations,
employees, and stakeholders. By adhering to these principles and objectives, we aim to create a secure

environment that supports our mission and ensures the trust and confidence of our clients and
partners.

T h e  r e s u r g e n c e  o f  r a n s o m w a r e  a n d  t h e  R o c k Y o u 2 0 2 4  d a t a  b r e a c h
u n d e r s c o r e  t h e  e v o l v i n g  n a t u r e  o f  c y b e r s e c u r i t y  t h r e a t s .

O r g a n i z a t i o n s ,  i n c l u d i n g  t h o s e  o p e r a t i n g  s h i p b o a r d  s y s t e m s ,
m u s t  r e m a i n  v i g i l a n t  a n d  p r o a c t i v e  i n  i m p l e m e n t i n g  r o b u s t
s e c u r i t y  m e a s u r e s  t o  p r o t e c t  a g a i n s t  t h e s e  t h r e a t s .  R e g u l a r

t r a i n i n g ,  s t r o n g  p a s s w o r d  p o l i c i e s ,  n e t w o r k  s e g m e n t a t i o n ,  a n d
c o m p r e h e n s i v e  i n c i d e n t  r e s p o n s e  p l a n s  a r e  e s s e n t i a l

c o m p o n e n t s  o f  a  r e s i l i e n t  c y b e r s e c u r i t y  s t r a t e g y .  B y  a d h e r i n g  t o
t h e  C y b e r  S e c u r i t y  V i s i o n  f o r  U S M M I  a n d  s t a y i n g  i n f o r m e d  a n d
p r e p a r e d ,  o r g a n i z a t i o n s  c a n  m i t i g a t e  t h e  r i s k s  a s s o c i a t e d  w i t h

t h e s e  a n d  o t h e r  e m e r g i n g  c y b e r  t h r e a t s .

I T  M A N A G E R ,  D O U G L A S  L E E

https://dailysecurityreview.com/security-spotlight/the-rockyou2024-security-breach-10-billion-credentials-compromised/


Risk Management Good Practice: Safety Harness



Section 315 of the 2015 Coast Guard Authorization Act requires the United States Coast Guard to
commission a working group to review existing and new examination questions for accuracy and

availability of examination references. Participation in examination question review working groups is
an opportunity to help the National Maritime Center (NMC) and your fellow mariners make long-term

improvements to the knowledge examination system. We need your expertise. Let your voice be heard.

The process for requesting participation in a working group can be found on the Examinations page of
the NMC website. Once on the Examinations page, click “Working Group” to access this information.

Requests may be submitted at any time.

Merchant Mariner Examination Working
Group 2025 Schedule

Note: Date and location are subject to change based on the number of attendees.

The above schedule will be posted on the Examinations page. If you would like to participate in these
or any future session, please follow the application instructions. Once we review your request, we will
contact you to discuss further details and confirm the session(s) you wish to attend. Continue to check

the website for updates.

Should you have any questions, please use the e-mail address provided on the Examinations page, or
contact the NMC Customer Service Center by using the NMC online chat system, by e-mailing

IASKNMC@uscg.mil, or by calling 1-888-IASKNMC (427-5662).

https://www.govinfo.gov/content/pkg/PLAW-114publ120/pdf/PLAW-114publ120.pdf
https://www.dco.uscg.mil/nmc/examinations/
https://www.dco.uscg.mil/national_maritime_center/
https://usg02.safelinks.protection.office365.us/?url=https%3A%2F%2Flnks.gd%2Fl%2FeyJhbGciOiJIUzI1NiJ9.eyJidWxsZXRpbl9saW5rX2lkIjoxMDAsInVyaSI6ImJwMjpjbGljayIsInVybCI6Imh0dHBzOi8vd3d3LmdvdmluZm8uZ292L2NvbnRlbnQvcGtnL1BMQVctMTE0cHVibDEyMC9wZGYvUExBVy0xMTRwdWJsMTIwLnBkZiIsImJ1bGxldGluX2lkIjoiMjAyNDA3MTUuOTc2MDU5NzEifQ.T3do20bvucRbfBFMZuQNEYERdGbWIgqVVHw3-BSv2uU%2Fs%2F3169133451%2Fbr%2F245729082566-l&data=05%7C02%7Cjdhereaux%40usmmi.com%7C3b0ff503130648c5f55008dca4df4df2%7Cb6ad264946ad4232bf1eeb3df7353af8%7C0%7C0%7C638566527576669456%7CUnknown%7CTWFpbGZsb3d8eyJWIjoiMC4wLjAwMDAiLCJQIjoiV2luMzIiLCJBTiI6Ik1haWwiLCJXVCI6Mn0%3D%7C0%7C%7C%7C&sdata=EhRQarnX0Gv0nOmpIATrPFUSFfciRPity%2BHWXXMJH10%3D&reserved=0
https://www.livehelpnow.net/lhn/lcv.aspx?d=21638&ms=&zzwindow=0&lhnid=19727&pop=t
mailto:IASKNMC@uscg.mil


Policies Changed:
Statement of Change
Disposal of Expired Medicine and Drugs Policy and Procedures
Drug Test Failures
Near Miss Reporting Policy and Procedures
Progressive Discipline and Discharge for Cause
Safety Area Inspection Checklist
Hot and Cold Work Policy and Procedure

Policies to be Completed by end of August 2024:
Periodic Checks & Drills
Safety Area Inspections will be removed from Safety Organization and Safety Area Inspection Policy and put into
Periodic Checks and Drills.- Safety Organization Policy will be its own stand-alone policy
Cargo Operations- Tankers
UNREP/Consol Policy and Procedures
PPE Policy and Procedures
New PPE Matrix- posters will be made and posted on all ships

UPDATES:

SMS PROCEDURES
As the MSS team works diligently to revitalize

USMMI’s SMS, MSS will send out a weekly e-mail
with the details of the SMS policies and procedures

that have been changed, edited, and published. 

A new contents page has been e-mailed out to the
fleet. The left side of the document before the

procedure has the NEW USMMI document numbers
and the right side has the legacy numbers.

 Please utilize this living document as reference
during the on-going reconstruction of the SMS. If

you have any questions or need assistance with
navigating the new changes please contact Jordan

D’Hereaux- Safety Analyst at jdhereaux@usmmi.com
or at 757-434-9758



Quarter 3 (due 30 September) Topic: Creating a
Culture of Prevention of Sexual Assault and

Harassment (17min): https://vimeo.com/954030810
password: RAINNUSMMI

In addition to watching the video, an activity guide is
provided to the ships for discussion following the

video.  

Please make sure this training is logged in NS as these
quarterly trainings are required for compliance!

B A S E D  O N  Y O U R  F E E D B A C K ,  W E  H A V E
N E W ,  S H O R T E R  T R A I N I N G  V I D E O S !  W E

C O N T R A C T E D  W I T H  R A I N N  T O  P R O D U C E
V I D E O S  S P E C I F I C A L L Y  F O R  U S M M I .  

Reminder: SASH Quarterly
Training

If you have any additional
questions, please contact  SASH
Prevention Liason Patti Tutalo

ptutalo@usmmi.com 

I F  Y O U  S E E
S O M E T H I N G ,  S A Y

S O M E T H I N G

https://www.socp.us/sash-cbt-instructions
https://www.socp.us/sash-cbt-instructions
https://www.socp.us/sash-cbt-instructions
https://www.socp.us/sash-cbt-instructions
https://vimeo.com/video/954030810
https://www.socp.us/sash-cbt-instructions
https://www.socp.us/sash-cbt-instructions
https://www.socp.us/sash-cbt-instructions
https://www.socp.us/sash-cbt-instructions
https://www.socp.us/sash-cbt-instructions
https://www.socp.us/sash-cbt-instructions
https://www.socp.us/sash-cbt-instructions
https://www.socp.us/sash-cbt-instructions
https://www.socp.us/sash-cbt-instructions
https://www.socp.us/sash-cbt-instructions
https://www.socp.us/sash-cbt-instructions
https://www.socp.us/sash-cbt-instructions


SAFE HANDLING OF CHEMICALS
Chemicals can...

-Cause you and others harm
-Cause skin allergies and asthma

-Cause skin burns and eye damage

ALWAYS REFER TO THE SDS
SHEET! 

Do
-Keep chemicals in their original containers
-Keep chemicals clean, cool, and dry
-Read the label and the SDS sheet and follow
instructions
-Use PPE as required
-Remove contamination promptly, wash
hands after use
-Know what to do if you accidentally spill
the chemical on yourself or others- refer to
the SDS
-Report any dangers, spills or damaged
containers and clean up spills immediately

Don’t
-Mix chemical products
-Use chemicals if you are not trained to use
them safely
-Leave chemical products unattended
-Store chemicals in unmarked containers
-Store chemicals in bottles or containers
designed for other uses (food or drink
containers)
-Place heavy containers holding chemical
products on high shelves

PPE for Chemical Handling

Global Harmonized System
GHS) Pictograms



Section 5 fire-fighting measures are broken up into specific sub-
sections, including Extinguishing Media, Special Hazards Arising

from the Substance or Mixture, Advice for Firefighters and
References to Other Sections in the SDS.

Extinguishing Media – This sub-section will list the suitable
extinguishing media and the unsuitable extinguishing media

specific to the product.
Special Hazards Arising from the Substance or Mixture – This
sub-section will cover fire, explosion and reactivity hazards

associated with the product.
Advice for Firefighters – This sub-section covers

precautionary measures, firefighting instructions, protection
during firefighting and hazardous combustion products.

Reference to other sections – Will provide references to other
sections in the SDS that are important to take into

consideration.

How to Read a Safety Data Sheet (SDS)
Top 4 Sections You Should Read Before Handling Chemicals  

Section 2 contains information regarding all the hazards associated with the
chemical or product. Mariners can quickly and easily identify the ways in

which the chemical may be dangerous, including if the product is a skin, eye or
respiratory irritant. Also included in this section are the elements that are

required to be included on the label for the product. This information includes
all GHS hazard pictograms, signal words, hazard statements and precautionary
statements. The GHS pictograms give the mariner a quick visual reference as

to the nature of the hazards, while the signal word (warning or danger) gives a
concise answer as to the severity of the hazard. The precautionary statements
provide a description as to the effect of each hazard in a short sentence (P260
– Do not breathe vapors, mist, or spray), providing an effective description of
what to look out for when using the chemical or product. Additional hazards,

not otherwise classified, are also listed in section 2.

Section 7 covers the proper handling and storage
recommendations for the chemical product.

Precautions for Safe Handling – This sub-section includes
instructions on how to safely handle the chemical product and
what hygiene measures should be followed once you are done

handling the chemical.
Conditions for Safe Storage – This sub-section covers the

recommendations for the storage conditions of the chemical
product, including the temperature in which the product

should be stored and what other materials are incompatible.
Specific End User(s) – Gives the recommended uses of the

product.

Section 8 is the most important to review before the use of any chemicals because it
provides the proper Personal Protective Equipment (PPE) requirements for handling
the material to avoid your risk of exposure, the Permissible Exposure Limits (PELs)
providing the legal limit in the U.S. for maximum concentration a mariner may be

exposed to, and the Threshold Limit Values (TLVs) which provides the measurement of
substance the mariner can experience without adverse effects

It is the Safety Officer on the ship
responsibility to provide the most up to
date SDS  sheet to all crew members on
board and ensure SDS sheets are readily
accessible to the information the crew

members need prior to the start of work.

https://www.osha.gov/dsg/hazcom/pictograms/index.html


Who’s Who at USMMI?
Finance Department

V P  O F  F I N A N C E ,  
S C O T T  C I M R I N G

C O N T R O L L E R ,  G R E T C H E N
T H E R I O T

F I N A N C E  M A N A G E R ,  K I M  P A R K E R

A P  S P E C I A L I S T ,  J A M E S  M C L E N D O N A R  A N A L Y S T ,  S A R A  P O W E R S A R  &  A P  S P E C I A L I S T ,
R I Z A  M U R D O C K

P A Y R O L L  M A N A G E R ,  A M A N D A
D E L P H I A

A C C O U N T I N G
S P E C I A L I S T / P A Y R O L L ,  M I K E

B R I N G H A M

A P  S P E C I A L I S T ,
C H R Y S T A L  B R Y A N T

A R  A N A L Y S T ,  R Y A N E  V A U G H A N

F I N A N C I A L  P L A N N I N G  &
A N A L Y S I S  M A N A G E R ,
A N T O N I O  F A V A R O L O



C O N G R A T U L A T I O N S  Y O S E M I T E
T R A D E R  O N  T H E  A M V E R  A W A R D

2 0 2 3 !  



C O N G R A T U L A T I O N S  B A D L A N D S
T R A D E R  O N  T H E  A M V E R  A W A R D

2 0 2 3 !  



U S M M I ’ S  S H E N A N D O A H  T R A D E R  R E C E N T L Y
C O M P E T E D  C O N S O L  T R A I N I N G  W I T H  T H E
B R I T I S H  N A V Y  D U R I N G  A  S T O P  I N  T H E  U K



“Our Deck Department is truly
exceptional. 
  
Over the past six months, the
SHENANDOAH TRADER has
overcome many hurdles and
accomplished more than any
other tanker within this
period. Together, Captain
Connor Willcox and Chief
Mate James Very are
dedicated and passionate
leaders. Their TEAM building
and Culture of We mindset has
proven to be successful from
day one. 
 
They both head home this
week and I want them to know
how much the Engine
Department appreciates them.
Personally, I can’t give them
enough high praise and I’m
very thankful that Travis and
USSMI put us together. “

- Chief Engineer Andrew Gray



U S M M I  O F F I C E
B B Q  2 0 2 4



USMMI Safety Statistics as of 31 July 2024

Summary

Near Misses/ Safety Observations

Vessel Comparison


